
328 

33 CFR Ch. I (7–1–10 Edition) § 101.515 

104, 105 or 106 of this subchapter if they 
are able to show one of the following: 

(1) A valid Merchant Mariner Docu-
ment (MMD); 

(2) A valid Merchant Mariner License 
and a valid photo identification; or 

(3) A valid Certificate of Registry and 
a valid photo identification. 

[USCG–2006–24196, 72 FR 3578, Jan. 25, 2007, as 
amended at 73 FR 25565, May 7, 2008] 

§ 101.515 TWIC/Personal Identification. 
(a) Persons not described in § 101.514 

of this part shall be required to present 
personal identification in order to gain 
entry to a vessel, facility, and OCS fa-
cility regulated by parts 104, 105 or 106 
of this subchapter. These individuals 
must be under escort, as that term is 
defined in § 101.105 of this part, while 
inside a secure area. This personal 
identification must, at a minimum, 
meet the following requirements: 

(1) Be laminated or otherwise secure 
against tampering; 

(2) Contain the individual’s full name 
(full first and last names, middle ini-
tial is acceptable); 

(3) Contain a photo that accurately 
depicts that individual’s current facial 
appearance; and 

(4) Bear the name of the issuing au-
thority. 

(b) The issuing authority in para-
graph (a)(4) of this section must be: 

(1) A government authority, or an or-
ganization authorized to act of behalf 
of a government authority; or 

(2) The individual’s employer, union, 
or trade association. 

(c) Vessel, facility, and OCS facility 
owners and operators must permit law 
enforcement officials, in the perform-
ance of their official duties, who 
present proper identification in accord-
ance with this section and § 101.514 of 
this part to enter or board that vessel, 
facility, or OCS facility at any time, 
without delay or obstruction. Law en-
forcement officials, upon entering or 
boarding a vessel, facility, or OCS fa-
cility, will, as soon as practicable, ex-
plain their mission to the Master, 
owner, or operator, or their designated 
agent. 

(d) Inspection of credential. (1) Each 
person who has been issued or possesses 
a TWIC must present the TWIC for in-
spection upon a request from TSA, the 

Coast Guard, or other authorized DHS 
representative; an authorized rep-
resentative of the National Transpor-
tation Safety Board; or a Federal, 
State, or local law enforcement officer. 

(2) Each person who has been issued 
or who possesses a TWIC must allow 
his or her TWIC to be read by a reader 
and must submit his or her reference 
biometric, such as a fingerprint, and 
any other required information, such 
as a PIN, to the reader, upon a request 
from TSA, the Coast Guard, other au-
thorized DHS representative; or a Fed-
eral, State, or local law enforcement 
officer. 

[USCG–2006–24196, 72 FR 3578, Jan. 25, 2007] 

PART 102—MARITIME SECURITY: 
NATIONAL MARITIME TRANSPOR-
TATION SECURITY [RESERVED] 

PART 103—MARITIME SECURITY: 
AREA MARITIME SECURITY 

Subpart A—General 

Sec. 
103.100 Applicability. 
103.105 Definitions. 

Subpart B—Federal Maritime Security Co-
ordinator (FMSC) Designation and Au-
thorities 

103.200 Designation of the Federal Maritime 
Security Coordinator (FMSC). 

103.205 Authority of the COTP as the Fed-
eral Maritime Security Coordinator 
(FMSC). 

Subpart C—Area Maritime Security (AMS) 
Committee 

103.300 Area Maritime Security (AMS) Com-
mittee. 

103.305 Composition of an Area Maritime 
Security (AMS) Committee. 

103.310 Responsibilities of the Area Mari-
time Security (AMS) Committee. 

Subpart D—Area Maritime Security (AMS) 
Assessment 

103.400 General. 
103.405 Elements of the Area Maritime Se-

curity (AMS) Assessment. 
103.410 Persons involved in the Area Mari-

time Security (AMS) Assessment. 
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